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ABOUT THIS GUIDE

This manual provides instructions and illustrations on how to use
your Wireless Wireless Pan/Tilt Internet Camera, includes:

Chapter 1, Introduction, provides the general information
on the camera.

Chapter 2, Hardware Installation, describes the hardware
installation procedure for the camera.

Chapter 3, Security, explains the security feature of the
camera.

Chapter 4, Application of the Camera, provides the
Illustrations of the camera’ s applications.

Chapter 5, Using the Camera, guides you through the
configuration using the web browser.

Chapter 6, IPView Pro, helps you to install and use the
software.

Chapter 7, Appendix.

Please note that the illustrations or setting values in this manual
are FOR YOUR REFERENCE ONLY. The actual settings and
values depend on your system and network. |If you are not sure
about the respective information, please ask your network
administrator or M1S staff for help.
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INTRODUCTION

Thank you for purchasing the Wireless Pan/Tilt Internet Camera,
a standalone system that can be connected directly to an Ethernet
or Fast Ethernet, and also supported by the wireless transmission
based on the IEEE 802.11g standard. Compared to the
conventional PC camera, the Wireless Pan/Tilt Internet Camera
features a built-in CPU and web-based solutions that can provide
a cost-effective solution to transmit the real-time high-quality
video images for monitoring. The camera can be managed
remotely, so that you can use a web browser to access and control
it from any notebook/desktop PC over the Intranet or Internet.
The simple installation procedures and web-based interface allow
you to integrate it into your network easily. With comprehensive
applications supported, the Internet camera is your best solution
for remote monitor, high quality, and high performance video
images.



Features and Benefits

Simple To Use

The Wireless Pan/Tilt Internet Camera is a standalone system
with built-in CPU, no special hardware (such as a PC frame
capture card) or software required. The camera supports DirectX
9.0; therefore, the only requirement you need is the web browser
software such as Internet Explorer 5.0 or above. Once you have a
valid IP Address, just connect it and you can view the picture
from your camera. In addition, the camera’s pan/tilt function
allows you to adjust the camera for optimal viewing angle. You
can tilt the camera right or left (up to 170/170 degrees), forward
or backward (up to 45/90 degrees) using the Web Configuration
Utility.

Support Variety of Platforms

The camera supports TCP/IP networking, SMTP e-mail, HTTP
and other Internet related protocols. It can be utilized in a mixed
operating system environment, including Windows 98SE/ME/
2000/XP and Windows NT 4.0. It can be integrated easily into
other www/Intranet applications.

Web Configuration

Applying a standard web browser, the administrator can configure
and manage the camera directly from its own web page via the
Intranet or Internet. Up to 64 users name and password are
permitted with privilege setting controlled by the administrator.
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Remote Utility

The powerful 1PView Pro application assigns the administrator
with a pre-defined user ID and password, alowing the
administrator to modify the camera settings from the remote site
viaIntranet or Internet. When new firmware is available, you can
also upgrade remotely over the network for added convenience.
Users are also allowed to monitor the image, and take snapshots.

Broad Range of Applications

With today’ s high-speed Internet services, the camera can provide
the ideal solution for live video images over the Intranet and
Internet for remote monitoring. The camera allows remote access
from a web browser for live image viewing, and allows the
administrator to manage and control the camera anywhere and
anytime in the world. Apply the camera to monitor various
objects and places such as homes, offices, banks, hospitals, child-
care centers, amusement parks and other varieties of industrial
and public monitoring. The camera can also be used for intruder
detection; in addition, it can capture still images for archiving and
many more applications.



Unpacking the Package

Unpack the package and check all the items carefully. In addition
to this User’ s Guide, be certain that you have:

B One Wireless Pan/Tilt Internet Camera (with antenna)

B One AC power adapter suitable for your country’s electric
power

One RJ-45 Ethernet Cable
One Metal Clip

One Quick Installation Guide
One Installation CD-ROM

If any item contained is damaged or missing, please contact your
local dedler immediately. Also, keep the box and packing
materials in case you need to ship the unit in the future.



System Requirement

Networking

Local Area Network:
B 10Base-T Ethernet or 100Base-TX Fast Ethernet

Wireless Local Area Network (wireless model):
B |EEE 802.11g WirelessLAN

Accessing the Camera

For Web Browser Users

B Operating System: Microsoft® Windows® 98SE/ME/
2000/XP
CPU: Intel Pentium 11, 266 MHz or above
Memory Size: 32MB (64MB recommended)
Resolution: 800x600 or above
Microsoft® Internet Explorer 5.0 or above

For IPView Pro Application Users
B Operating System: Microsoft® Windows® 98SE/ME/
2000/ XP.
B CPU: Intel Pentium I, 450 MHz or above
B Memory Size: 128 MB (256 MB recommended)
B Resolution: 800x600 or above




Physical Description

This section describes the externally components features of
your camera.

Front Panel

There are two LED indicators on the front panel of the camera
Power LED and Link LED.

00

Link Power

1. Power LED

The Power LED is positioned on the right side of the two LEDs.
A steady BL UE light confirms that the camerais powered on.

2. Link LED
The Link LED is positioned on the left side of thetwo LEDs. A
steady light confirms that the camera has good

connection to LAN connectivity.

Dependent on the data traffic, the LED will begin to flash to
indicate that the camera is recelving/sending data from/to the
network.
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Rear Panel

@ Antenna

Ethgrmet

@ DC Power Connector @ Reset Button ® Network Cable Connector

1. DC Power Connector

The DC power input connector is located on the camera's rear
panel, and is labeled DC5V 2.5A with a single jack socket to
supply power to the camera. Power will be generated when the
power supply is connected to awall outlet.

2. Reset Button

Reset will be initiated when the reset button is pressed once, and
Power LED beginsto flash.

Factory Reset will be initiated when the reset button is pressed
continuoudly for three seconds or when Power LED begins to
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light up. Release the reset button and the Power LED will begin
to flash, indicating the camera is changing to factory reset. When
factory reset is completed, the camera will be set to default on
channel 11 and SSID is set as “NULL String” (This default
setting will let the camera connect to ANY access point on the
infrastructure network). The IP address will aso return to the
default setting as 192.168.0.20.

3. Network Cable Connector

The cameras rear panel features an RJ45 connector for
connections to 10Base-T Ethernet cabling or 100Base-TX Fast
Ethernet cabling (which should be Category 5 twisted-pair cable).
The port supports the N-Way protocol and “AutoMDIX” function,
allowing the camera to automatically detect or negotiate the
transmission speed of the network.

4. Antenna

The rotatable external antenna allows you to adjust its position to
obtain the maximum signal.
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HARDWARE
INSTALLATION

Attaching the Metal Clip
(1)

A
Ceiling screw :

Screw Wall screw
: -“y
Screw . 9

Wall screw

.
L
.®

Ceiling screw

Base of the camera

To attach the metal clip, remove the two rubber pads under the
base of the camera firstly. Place the metal clip onto the camera
base, and align the two holes of metal clip with two screw holes
on the base. Secure the metal clip to the base with two screws
(provided). Then, you can:

1. Install the camerato the celling using two ceiling screws (®);
or,

2. Install the camerato the wall using two wall screws ().
13



Connecting the Ethernet cable

@ '|-=c.:.:| &
CeHE

] =g- 1

Connect an Ethernet cable to the
network cable connector located
on the camera’s rear panel, and
then attach it to the network.

Attaching the Power Supply

Attach the external power supply to
the DC power input connector located
on camera’s rear panel, and then
connect it to your local power supply.

TIP: You can confirm power source is
supplied from the Power LED on the
camera is illuminated.
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SECURITY

To ensure the highest security and prevent unauthorized usage of
the camera the Administrator has the exclusive privilege to access
the System Administration for settings and control requirements
to allow users the level of entry and authorize the privileges for
all users. The camera supports multi-level password protection
and access to the camera is strictly restricted to defined the user
who has a“User Name” and “User Password” that is assigned by
the Administrator.

The administrator can release a public user name and password so
when remote users access the camera they will have the right to
view the image transmitted by the camera.

NOTE: Since the default settings are Null String, it is highly
recommended to set the "Admin ID" and "Admin Password"
when you are the first time to use the camera. Once the ID
and Password are defined, only the administrator has the
access to management the camera. This procedure should be
done as soon as possible since the security features with the
camera will not be enabled until the "Admin ID" and "Admin

Password" is defined.
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APPLICATION OF
THE CAMERA

The camera can be applied in wide variety of applications. With
the built-in CPU, it can work as a standalone system that provides
a web-based solution transmitting high quality video images and
sounds for monitoring purposes. It can be managed remotely,
accessed and controlled from any PC desktop over the Intranet or
Internet via a web browser. With the easy installation procedure,
rea-time live images will be available. In addition, once the
cameraisinstalled coupled with the IPView Pro application, you
can further expand the scope of the camera.

The following section will provide the typical applications for the
camera along with the IPView Pro application, and also includes
some basic knowledge to assist in the installation and
configuration of the camera.
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Applications

Monitoring of local and remote places and objects such as
construction sites, hospitals, amusement parks, schools and
day-care centers through the use of aweb browser.

Capture single frame images from the IPView Pro
application.

Configure the camera to upload image or send-mail
messages with a single frame image.
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Application Diagrams of the Camera

Home Applications

HOME

.@ el L Study Room h&

Phone Line

________ Category 5 Cable
e e meme Goaxial Cable
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SOHO Applications

Fhone Line
_________ Category 5 Cable
~~~~~~ Coaxial Cable
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Enterprise Applications

ENTERPISE
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USING THE CAMERA

You can access and manage the camera through: 1) a web
browser, and 2) the enclosed software IPView Pro. This chapter
describes the Web Configuration Utility, and provides the
instructions on using the camera with a web browser.

Web Configuration Utility

The camera must be configured through its built-in Web-based
Configuration. (Extensive knowledge of LAN will be helpful in
setting up the camera.)

From the web browser, enter the default 1P address to access the
Welcome screen of the camera. To configure your camera, type
http://192.168.0.20 in the address box. The number is the default
| P address of your camera. Then, press [Enter].

NOTE: The computer’'s IP address must correspond with the
camera’s IP address in the same segment for the two devices
to communicate.
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e Db Yes Feowiss Toom  deEp
O+ ) - [o] % Default IP address

] s iiwL

Pre-view area

Welcome Screen of the Configuration Utility

After the default IP address is entered from the browser, the
camera Welcome screen will appear with a still image. There
will be three options to choose from to set-up and view your
camera, including:

® View Video—-ActiveX Mode
® ViewVideo—-Java Mode
® System Administration

22



System Administration

Under the Welcome screen of the Configuration Utility, click
System Administration to enter the administration window that
contains the settings required for the camera in the top menu bar,
including M anagement, Configuration, Tools, Help, and Home.

TIP: Once you have changed the settings in each option, click
Save to store the settings, or Cancel to abandon, or Refresh to
reload the status. During the configuration, whenever you click
Home in the top menu bar will make you return to the Welcome
window.

System Administration = Management

The Management window contains the information of your
configuration. Click the items in the left column to view your
settings, including: System, Video, Network, and User.

| Eannguin LI edce S1alus
Sysbein Camens Hame CE-SIIGF
Locaben
Mingsi Walrelas=s intamgd Cameara
1! Fitmiane Wersion 300 2004-10-11)
WAC Acdidrass O0FF 735031 CF
P Adcress 183160.0.20
Fiharmed Saaius
Link Yeu
Enmad 100k bps

Diuiples Full Doplex

Helhesl
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System

Click the System item in the left column to display the device
status of your camera (as shown above).

- Device Status: The information about the camera,
including the Camera Name, Location, Model, Firmware
Version, MAC Address and |P Address, can be found in
thisfield.

- Ethernet Status: Y ou can monitor the networking status
in this field, including the Link (network connection),
Speed, and the Duplex mode.

Video

Click the Video item in the left column to display the video
configuration of your camera.

Viden Resoition FI0 % 240

i Compresasn Rale Medium
Frame Rals Ao

Lol Frame Euge E42] Eres

! Light Fragusaicy 50 Ha

- Video Status: The video configuration about the camera,
including the Video Resolution, Compression Rate,
Frame Rate, Frame Size and |P Address, can be found in
thisfield.
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Wireless

Click the Wireless item in the left column to display the
information of the wireless LAN.

BT Wieless Staties

Connatlion Wods Infrasiuchurs

Link Mo
il el ESID cletaul (ML - 00 00 00 00 0D 0m
Hedvam | Charnel i

Traremiasion Fae M hps

WEF Encryplion Crisahbile

| Faefnash

- Wireless Status. The items in this field display the
information of the wireless LAN, such as the Connection
Mode (Infrastructure or Ad-Hoc), Link, SSID, Channel,
Transmission Rate, and WEP Encryption.
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Network

Click the Network item in the left column to display the
information of the LAN.

F Adcross 182.168.0.20
Bunne] Mask 255.255.255.0
WAl el Diefaull Galreay AN KAL)
Helwioik
e Primary NS Addiess pOam

Escorndan DS Address ainoon

[rmamic DINE Dizahle

Egtondary HTTP Por Digable [(Part ; O

UPiF Eraiie (P 160,254 32.207)
FTP Sarear Tast Mo Tast

E-imcial Tl Hi Tasl

Halesh

- Network Status. The items in this field display the
information of the LAN, such as the IP Address, Subnet
Mask, Default Gateway, Primary/Secondary DNS
Address, Dynamic DNS, Secondary HTTP Port, UPnP,
aswell asthe FTP/E-mail upload status.
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User

Click the User item in the left column to display the user(s)
information.

BT Active Users
Syle)

i P Addraes [EET CiataTime Kanigeconds f Fat ket
wahi=le
Hetwol b Refresh |
i ;

- Active Users: The itemsin this field display the user(s)
information, including the user(s) IP address, Name, and
DateTime.
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System Administration = Configuration

The Configuration window contains commands for settings that
are required to input key details to setup the camerafor operation.
Click Configuration in the top menu bar and the Configuration
window will appear as below:

Systail

Camens Mame :l' S-EIE1CF

Locahion [

Birir Edrnin ID
Admin Password
zonfEm l’.l;ii i

LED Condna ® Hormal © OFF T Dummwy

Save Cancel

System

Click the System item in the left column to setup the basic
configuration of your camera (as shown above).

- System Setting: In this field, you can configure the

basic information of your camera.

® Camera Name This field is used to enter a
descriptive name for the device. The default setting
for the Camera Name is CS-xxxxxX, where Xxxxxxx is
the last six digit of the MAC Address. The
maximum length is 32 (printable ASCII).

® | ocation: This field is used to enter a descriptive
name for the location used by the camera (optional).
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® Admin: This field is used to enter the administrator
name along with the password to access the System
Administration settings. Be sure to enter the
password twice to confirm the details once in the
Admin Password field and again in the Confirm
Password field.
The default setting for administrator is blank space
(Null String), and you need to key in the
administrator name with a maximum length of 12
(printable ASCII) characters and enter the
administrator password with a maximum length of 8
(printable ASCII) characters.
It is highly recommended to set the Admin ID and
Admin Password as soon as possible to enable
security option for the camerato function.

® LED Control: This option allows user to setup the
LED illumination as desired. This feature provides
the flexibility when surveillance activity is ON.
There are three options as follows:

Power - Steady On of the LED indicator.
Link - Steady On of the LED indicator.

Normal .
When WLAN activity is present the LED
indicator will flash steadily.

OFE Power - LED indicator is off.

Link — LED indicator is off.

Power - Steady On of the LED indicator.
Dummy Link - Steady On of the LED indicator with
random flashing.

The default setting for the LED control is at Normal.
When you have configured the LED control, the
correct illumination will be set after 1 minute.

29



Video

Click the Video item in the left column to setup the image
configuration of your camera.

Wik Gattani)

Video Rasolution Cip0x130 = 32Dc2dn T G40 480

Compression Rate O Los T Low Mediemm © High T vergHigh
Frame Rale Cy O/ 1 T8 TN F uds (FramestSec)

Brightness ool Lji'ﬁ.i ﬂLIU.J
orirast Comol L: _-mb’. ﬂ ﬂ
Esturalion Canlmal LJEE.{ ﬂﬂ

Lighl Freguenty S0 Hz & GOHz

Mimorn I Harzonial Mirar [ vesticsl Msoe

EnlkFlickss -

Egwe | Cancel |

- Video Setting: In thisfield, you can configure the basic

information of your camera.

® Video Resolution: Select the desired video
resolution format, including 160x120, 320x240
(default) and 640x480.

® Compression Rate: Select the desired
compression rate with five levels from Very Low
to Very High. Higher video compression rate
will generate more compact file size with less
video quality and vise-versa. The default setting
IsMedium.

® Frame Rate: Select the frame rate desired with
default setting at Auto for optimal frame rate.

® Brightness Control: Adjust the brightness level with
default setting at 64.

® Contrast Control: Adjust the contrast level with
default setting at 64.

30



® Saturation Control: Adjust the saturation with
default setting at 64.
® Light Frequency: Adjust the light frequency to suit
your area of operation from the options either 50 Hz
or 60 Hz (default).
®Mirror: You can select the Horizontal Mirror or
Vertical Mirror option to display theimage in amirror
mode. This function allows you to place the camera
more flexibly (for example, you can attach the camera
on the ceiling).
® Anti-Flicker: If you capture a flicker image
because of the environment factor (for example,

high light of lamp), please select this item to
solve the problem.
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Wireless

Click the Wireless item in the left column to setup the wireless
LAN configuration of your camera.
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- Wireless Interface

® Connection Mode: Use this option to determine the
type of wireless communication for your camera.
There are two choices of Infrastructure mode and Ad-
Hoc mode. The default setting is I nfrastructure.

®SSID: The SSID (Service Set |dentifier) is the name
assigned to the wireless network. It will auto-detect
and display the SSID of wireless network connected
in this box (it displays default initially). This default
setting will let the camera connect to ANY access
point under the infrastructure network mode.
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To connect the camera to a specific access point on the

network, please make sure to set the SSID of the

camera to correspond with the access point’s SSID for

communication. Type any string up to 32 characters

long (spaces, symbols, and punctuation are not

allowed) in the Network Name box.

To connect the camera to an Ad-Hoc wireless

workgroup, make sure to set the same wireless channel

and SSID to match with the PC/Notebook’s

configuration for direct wireless communication.

®\Wireless Channel: This pull-down menu provides
the wireless channel for communication. A
"channel" is a range of frequencies to be used in
communication between the camera and access point
in Infrastructure mode, or the camera and
PC/Notebook in Ad-Hoc mode. Select the
appropriate channel from the list provided depending
on the regulatory region where the unit is sold. The
default setting is at channel 11.

® Transmission Rate: Select the data transmit rate
from this pull-down menu. The default setting is
Fully Automatic.

- WEP Encryption

®\WEP Encryption: Wireless network
communications can be intercepted easly. WEP
(Wired Equivalent Privacy) is an encryption method
gpecified by the IEEE 802.11g standard to make any
intercepted communications extremely difficult to
interpret by unauthorized parties. The default
setting for this option is Disable.

® \WEP Key Format: To enable WEP Encryption, you
should decide the encryption format first by selecting

33



the ASCII or HEX option, and then input the WEP
key (in the following Key 1~4 box).

ASCIl input format:

ASCIlI format causes each character you type to be
interpreted as an eight-bit value. All unaccented upper-
and lower-case Western European characters that can be
input through your keyboard's typing zone are valid. To
setup a 64-bit WEP key, input 5 ASCII characters. For
example, ‘12345’. To setup an 128-bit WEP key, input 13
ASCII characters. For example, ‘1234567890123'. These
character counts result in bit counts of 40 and 104
respectively; the camera will automatically pad your input
to a bit count of 64 or 128.

HEX input format:

Hex format causes each pair of characters you type to be
interpreted as an eight-bit value in hexadecimal (base 16)
notation. Only the digits 0 through 9 and the letters A
through F (in upper or lower case) are valid. To setup a
64-bit WEP key, input 10 HEX format. For example,
‘3132333435, which is the same with ASCII input ‘12345’.
To setup an 128-bit WEP key, input 26 HEX format. For
example, ‘31323334353637383930313233’, which is the
same with ASCII input ‘1234567890123'. These character
counts result in bit counts of 40 and 104, respectively; the
camera will automatically pad your input to a bit count of
64 or 128.

® Encrypt Data Transmissions Using: Use this pull-
down menu to decide to use Key 1, 2, 3 or 4 for
encryption).
® \WPA-PSK: Thisitem is used to secure your wireless
network in pre-shared key mode (8-63 ASCII or 64
HEX characters). If you enable this function, each
user must enter a pass phrase to access the network.

- Advanced Setting: In this field, you can setup more
advanced configuration.



®Beacon Interval: This option defines time interval
between two images sent.

® Preamble: A preamble is a signal used in wireless
environment to synchronize the transmitting timing
including Synchronization and Start frame delimiter.
Please NOTE that if you want to change the
Preamble type into Long or Short, please check the
setting of access point.

® Authentication Type: Open System communicates
the key across the network. Shared Key alows
communication only with other devices with identical
WEP settings. The default setting is Both.
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Network

Click the Network item in the left column to setup the LAN
configuration of your camera.

| Configaration I (-0
patel P Agdenss Mode

il " Fisad IP
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P grar ke
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Forl Mumiber .h

UPnF # Enahle ™ Dizable

Save Cancel

- TCP/IP: The items in this field display the information
of the local area network.
® |P Address Mode: This field provides your with
three options to select the IP Address Mode;

You can select this option and enter the IP
address directly. The default settings are:
Fixed IP ® [P Address —192.168.0.20

® Subnet Mask — 255.255.255.0

® Default Gateway — 0.0.0.0

Dynamic If your network uses the DHCP server,
Address select this option. According to this setting,

36




(DHCP) the camera will be assigned an IP address
from the DHCP server automatically. Every
time when the camera starts up, please
make sure that the DHCP server is set to
assign a static IP address to your camera.

If your application requires a direct
connection from an ADSL modem through
the camera’s RJ-45 LAN port, click this
PPPoE option and enter the User ID and Password
into the respective boxes. (You should have
an ISP PPPoE account.) The camera will get
an IP address from the ISP as starting up.

DNS IP Addresss DNS (Domain Name System)
server is an Internet service that translates domain
names into |P addresses. Enter at least one DNS IP
Addressin thisfield.

Dynamic DNS:. The Dynamic DNS service allows
you to alias adynamic | P address to a static hostname
in any of the domains, allowing your computer to be
more easily accessed from various locations on the
| nternet.

Second HTTP Port: The default port for
communication is via port 80, and you can change it
according to your network configuration. Select
Enable from the option and enter the desired port
number in the following box.

UPNnP: UPnP is the architecture for pervasive peer-
to-peer network connectivity of intelligent appliances,
and PCs of al form factors. Check the Enable
option to enable the function of your camera.
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User

Click the User item in the left column to add, edit and delete
users for your camera.

User Access Control

Access Control ;% Enahle 7 Disable
Save Cancel
Define Users
Add User . LUserMame : ] Add

Ilger Password : I

FanTilt Control and Wideo UploadiE-mail - © ¥Yes & No

Delete Liser : !yp(‘fesj vl Delete |
Hent s | | Mame | PanTiltUpload/E-mail |
el !_
| 1 [y | Yes |

- User Access Control:
® Access Control: The administrator has the authority
to give permission for the privilege to control the
device to users by selecting Enable or Disable. The
default setting is No.

- Define Users. Use this field to add or delete users for
your camera.
® Add User: Enter the user name in this box, and enter
the user's password assigned by the administrator.
The maximum password length is 8 (printable
ASCIl). The administrator has the authority to give
permission for the privilege to control the Pan Tilt
Control and Upload/E-mail Video control to the
users by selecting Yes or No to activate the Pan/Tilt
control and Upload/E-mail Video. To add a new
user’s name, enter the necessary information first and
click the Add button.
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® Delete User: Select the user you want to delete from
the pull-down menu, and then click the Delete button.

® User List: This list displays the current users status
of your camera.

DateTime

Click the DateTime item in the left column to setup time and date
for your camera, providing correct information for the remote
users who might be thousands of miles away from the camera's
location.

BRI Date A Thie Setting

Dabe & Time :

* Synchmnizad wilh Time Senes
P addrape
Frojorol "HTP T Tims
Tmelors a9 = 5

[mie Tome 7 2 Hours

™ Bl Wanuslly
Date  [A004-11-16 (Esamiple: 2004-09-01)
Teng - [31-42-15 (Exammia - 061235

Save Cancal

- Date & Time: You can set up time and date manually or
automatically by selecting the Synchronized with Time
Server option.
® Synchronized with Time Server: Select this option

and the time will be based on GMT setting. Thetime
will be synchronized every 10 minutes. When
selecting this option, you have to enter the required
information in the following fields:

IP Enter the IP Address of the Time Server in
Address this box.
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Two options of NTP or Time are available
Protocol for your selection to link with the Time
Server. The default setting is NTP.

Select the time zone for the region from the

TimeZone pull-down menu.

® Sct Manually: Select this option to set the time
manually. The system administrator must enter the
date and time in the respective field manually.

Upload

Click the Upload item in the left column to setup configuration
for FTP server, time schedule and manual operation.

[ Confguromon G T

Hosl Addeea s
1
A B orf by rribe 21 Do is 3}
e e - P
Lot iz Tiain P ]
_”"'""" Diresaary Fai
Py Mode vax F Hg
Time Scisiale
Tims Brheduie ™ Enabile upkad Wded o FTF server
= AR
Brhaduls
Dy T Wom [ Tue I %ed T Tha [ Fa T Sat T cun
et s 00 {Exarmpla - 0630 110)
fmap 000 [Exdepis | FII0 00
Wido Frequmey @ [y Frame e mne i
T = i
Bl FilE Hame
Fils CIEETWIT s
+ Dl Thme Sufls o
Sequence Momber BuTeUp to 1024
Wil p e e
Wanzal Dpamion [ Ersatae iipliaed s 1o FTP ol ioir
B File Neme
Fil ™ Oeanain
% [t e Sulfln .
segiEnc ke Mombsr 5il¥e Up 1o o

e Cancal
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- FTP Server: This field contains the following six basic
settings for your FTP server.

Host Address. The IP Address of the target FTP
server.

Port Number: The standard port number for the FTP
server is Port 21, and it's also the default setting. |If
the FTP server uses a specific port, please confirm
the IT manager.

User Name: Enter the user name in thisfield.
Password: Enter the user password in this field to
login the FTP server.

Directory Path: Enter an existing folder namein this
field, and the images will be uploaded to the given
folder.

Passive Mode: This function depends on your FTP
server. Please check with your IT manager if the
FTP server uses passive mode. The default setting is
No.

Time Schedule: Select the Enable upload video to FTP

server option and enter the relevant information, such as
the schedule, video frequency and base file name.

Schedule: You can 1.) Choose Always to aways
upload the video to FTP server, or 2.) Set the
Schedule to manage the uploading task. In the
Schedule option, you can set the Day and Time
Period option.

Video Frequency: There are two ways to set the
video frequency: 1.) Set Auto/1/2/3 frames per
second, or 2.) Set the time in seconds for every frame.
Base File Name: Enter the file name to make sure
that the images could be saved as the base file name.
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® File: Since you may not upload only one image to the
FTP server, you can choose the filing rule, including
Overwrite, Date/Time Suffix, and set up the
Sequence Number.

- Manual Operation: When you click the Upload
Video button in view video screen, it will start to upload
the image. The setting refers to Base File Name and
File information above.

E-mail
Click the E-mail item in the left column to setup configuration
for E-mail account, time schedule and manual operation settings.

BT E-mall Account
g (] i

EMTF Serear Addrass

Bander e-mail &ddrese

Racaier 8-mall &ddness

i Lser Blams
- Fasssord
E-mail
Timie Scliedls
Tima Brhedule I Enahle g-mail vides o e-rmail & oounl
W BhaEyE
™ Schedule
Day  Mon [ Tue Twed [ Thu T Fn I Sai T Bun
i S 3
' & LRI ]
Pettod Gt ; Evarmple 06 300
gtop- 000 Emmple - 133000
Irtereal | Fecngs
Baniial Ojief alisn
Wanual Operation ™ Enatle e-rmail videa o e-mail scouni
Inlenl I-ﬂ: Geconds
Save | Cancel |

- E-mail Account: This field contains the following six
basic settings for your FTP server.

42



SMTP Server Addresss SMTP (Simple Mall
Transfer Protocol) is a protocol for sending e-mall
messages between servers you need to input the mail
server addressin thisfield.

Sender e-mail Address. Enter the e-mail address of
the user who will send the e-mail.

Receiver e-mail Address. Enter the e-mail address
of the user who will receive the e-mail.

User Name: Enter the user name in thisfield.
Password: Enter the user password in this field to
login receiver’s mail server.

Time Schedule: Select the Enable-mail video to e-mail
account option to set schedule to send e-mail. Please
refer to the instruction in Upload section. The Interval
option isto define time interval between two images sent.

Manual Operation: When you click the E-mail Video
button in view video screen, it will start to e-mail image.
The Interval option is to define time interval between
two images sent.



System Administration = Tools

The Tools window contains commands for restarting the camera.
Click Tools in the top menu bar and the Tools window will
appear as below:

T Test FIP Sener

FTP Served Tesl FTP Servrr legl wil upload & JFEG ik to FTP Saner [File name - 1esl_date_fime [pg)
I Doyou ward In fes FTF Baner?

Tesk

Backuy

FTP Server Test

Click the FTP Server Test item in the left column to test your
FTP server (as shown above).

- Test FTP Server: Click the Test button to test the FTP
server you provided.




E-mail Test

Click the E-mail Test item in the left column to test your e-mail
account.

P Test Emadl Accoinl
I I E-readl Jast will sand an e-mall 5 e-mall accoynt address
E -l Teesi D you weard tn desl s-mail aczount?

- Test E-mail Account: Click the Test button to test the e-
mail account you provided.

Reset

Do you really want to reset this device? Click the Yes button
from this option, and you can restart the camera just like turning
the device off and on and saved settings are retained. If you do
not want to reset the camera, exit this window without clicking
Yes.

Factory Reset

Do you realy want to factory reset this device? Click the Yes
button from this option, and you can resume all factory default
settings for the camera. If you do not want to restore the factory
settings, exit this window without clicking Yes. Please NOTE
that you have to configure the network settings again after a
Factory Reset.
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Firmware Upqgrade

When new firmware is available, you can upgrade it through this
window. Click the Browse... button to point to the firmware file,
and then click Update to start upgrading.

PETTTIN Firmware Upgrade

FIP Senet |est Ciusrent Fimmwarne Version and Dale; 1 00 (200810112
F anmail Tasi
Pt
- |Ee|e».la Firmaware File Browss.. |
Factory Bese
Firmeear e Lipgrade
B ki UPF“ Cancal

Click the Backup item in the left column to backup the current
configuration.

[T packup Device Corfiguration 16 File

FIP SErver [ | (N]n] ol wani 6 thup s 4:|:H1|'|pur||||:||-|_ o flla?
F amail Tasi
Fiasel Eil:hup' |
Factory Hosed
Funmsare Lipgrads Fastare Deice Cealigarabion (ram File
Backup
| Selecl a Configuralion File | ___ﬂ
Restare Cancel |
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- Backup Device Configuration to File: Do you really
want to backup the configuration to file? Click the
Backup button from this option, and you can save the
current configuration to file.

- Restore Device Configuration from Files You can
resume the device configuration from saved file in the
computer. Click the Browse... button to point to the file,
and then click Restore to start restoring.
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System Administration = Help

The Help window provides the basic information of the camera.
Click Help in the top menu bar and the Help window will appear
as below:

___Haip T

LR Wireless Intamed Camera ¥3.00

About
Displays the camera s model name and version.

Once the configuration is completed, click Home to return to the
Welcome screen and select the desired View Video option either
through ActiveX Mode or Java Mode as described in the next
section.

Then, position the camerato the desired location appropriately for
your purpose. Followed by adjustment of the camera focus, done
manually by turning the lens clockwise or anti-clockwise to the
desire image quality. Please refer to Appendix F for detailed
instruction.
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Viewing Video

To view video images from the browser, click View Video —
ActiveX Mode or Java Mode from the Welcome screen to
access the video images from your browser.

Camera Name and
fae cad7w Date/Time * el Vides JP'.': OFF | [OFF)
fae xg0M)

OFF | [OFF]

L i LS n"
205-07-20 141899 —

Camera Name and

Zoom : 31| 2] & ¥]

Date/Time » ipinaivaes O8] OFF| [OFF)
che |_:+ fae. a-l. ' » Emuinao 0N | OFF| [OFF)
TN Doyt |- :] Z005-07-20 141740

up- | j 1 - - —
Foom: M) 2] ) W
E-; Till Degree | EI
Prezet Position _'-'l_:
Il! 'lrrrn-|'!‘\..'_-u'.|'-| Lok | FHame | Fighi |I:l"'[ﬂ.'_'q."r
T [wen ||
) o] Preset Posiiion
fra To Il\.'-'ll.ll;.-l.'\lE-' :-Ellﬂ
iwngl Biep | I—
e | e ||
&nTn
Swrg | = |

View Image — ActiveX Mode and Java Mode

Camera Name & Date/time: The Camera name and the current
date/time will be displayed when the related information are
entered under Configuration of Web Configuration Utility.
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Uploading/E-mailing Video

In the View Video — ActiveX Mode or Java Mode, you are
allowed to use the Upload Video and E-mail Video options.
Simply click the desired selection ON or OFF to utilize the options
for each of the functions.

e LUpload Video O QOFF [DFF]
e E-mail Video sl OFF [DFF]

Enable/Disable the Upload/E-mail Function

NOTE:
1. Please refer to the appendix on how to install ActiveX,

including 1.) Install to the Web Server, and 2.) Install to

your Local PC.
2. The administrator has the authority to set the upload/e-mail

video function through the setting in the Upload/E-mail
option under Configuration.
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Controlling the Camera

You can control the camera' s viewing angle through the control
buttons on the | eft side of the viewing window.

Pan Degree |5_L|
Tit Degree EBE
% |
Laft | Hnme| Right |(139,46}

Doien

FPreset Posiion

|0 Harne (162 45) =|

et | Clear|

Go To

Swing| Stop |

Control buttons

Adjusting the Viewing Angle

To adjust the camera' s viewing angle, smply click the Up/Down/
Left/Right button. Then, you can easily move the camera’ s lens to
focus on the object that you want. Clicking the Home button
allows you return to the original position.

The Pan Degree and Tilt Degree options allow you to increase/
decrease the changing range (1~10) when you click the buttons.
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Storing the Position

You can store the position(s) that you want to monitor, so that
you can quickly move the camera's lens to focus on the object
that you want. You can store up to 24 positions in the camera
(the number “0” is for default position “Home”). To store the
current position, select the setting number (1~24) from the pull-
down list, and then click Set. You can enter the name for the
position in the following box.

To remove the stored position, select the position that you want to
remove, and then click Clear.

When you have stored the position in the camera, select the
number (position) from the pull-down list, and then click Go To.
The camera' s lens will move to the position immediately.

Swinging the Camera

The camera can swing automatically between the stored positions.
Once you have stored two (or more) positions in the camera, click
Swing will have the camera swing from one position to another
position. Click Stop to stop swinging.
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IPVIEW PRO

This chapter describes IPView Pro, which is a powerful software
application designed with a user-friendly interface for ease of
control and navigation requirements.

Installation

Step 1
Insert the CD-ROM into the CD-ROM drive to initiate the auto-
run program. The menu screen will appear as below:

Liser's CGui

| IPView Pro
Setup Wizard
Xplug Control
Browse CD
EXIT
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Step 2
Click the IPView Pro item to activate the InstallShield Wizard.
Click Next in the welcome screen.

TrrnEhieM Fized %

Webonme (o the Inelallsheeld Wizaid Lo 1FYes
FPra

The Inizkalt hisidA wWizand wil motall P iews Pro on wow
compaer, To conbre, oick, Hest

Step 3
Read and accept the License Agreement; then, click Yes.

TorkEThie . Wizaed %]
Lacens Agresnent
Pleae paad T bolosng koeras sgresmesnt csefully.

Frec: the FAGE DO'AH kg 1o b the et of the agiesment

roc Lkt Lt Segyistndl =

OTICE TO USER: THIS 5 & CONTRACT. By INSTALLING. DOWNLOADING OR
ZING THIE SOFTWARE. YOL ALCEFT THE TERMS N0 CONDITIONS OF THIS
CEMSE AGREEMENT

Property Righix
Thes sollmam it ol Tha polbasis b also peclcid by Linted Shates Copaighl
and lnbemational [realy provisons. Tradenas shall be wed n socomdsncs wih
hademak prachice, nokading dentbcslon of hademad: ovnstll name.

[ios prma woompt sl thes fsims iof thas peecesding Licenss bgreement? |Fpow chooss Mo,
sl vall clies, Tid instal |Pyider Pic, pies ima] Sctapl hit grasmean

« Back e Ho |




Step 4
Choose the destination location. If no specific requirement, leave
the default setting and click Next.

TorsEThieH Wizl £
Chossse: [estination Localion
G| Foddes wabase: 5 s will irctall fles

St vl irclall (P Fro in ihe lolosng lokder

To el B fnis Fobdss, ook, Mest. To install b s difesnd folds, chok Brosss ard selsct
mrnthaer Inkde

D estiration Foidet

L "Program Filas P yisw Fio ]| .
cBack || Bewiz P Carcel |
Step 5

The InstallShield Wizard starts to install the software, and the
progress bar indicates the installation is proceeding.

TrrtsEhie Wizad %
Sebup Stalies

Firv Pro Selug b perlonming B ssguestad cpsations

ek sl
CAWINDD 5 \Sytem 3 Comdig32 oo

TEW
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Step 6

If you use Windows® 2000/XP, it will appear a Digital Signature
warning screen. Click Continue Anyway (Windows® XP) or Yes
(Windows® 2000).

Hardware Installation

Tha Hicami E st thal 1niase mac
[bumn batied with ared hat tha solt s har nol
(b ] srE B el el

Thest G0l 0l e abeinit B0 el doesd el DONESE: 3

I'E Thae softpane o & ivilaling bod Fa hadwiss:

Ilm-lﬂ!mlmmnnum
i el pacied Wrskows Lago g ko el fa compatibalty m T moftvesss ssrha consciy wih
rith

wauir inglallation ol this snltwain ney mpar Seund, viden ol e corimbeny
m dosl L] mmﬁﬂmmﬂuﬂ i H;H
nira immedisbely oon Hubure. Microandt I o wand 1o amanch o Wic1osafl. digetally tigred
iacreranand that pow cing B nelalabian now mm il U Wi e et i o

oo b see i one b
alabla
Dhiecsy el L Spnlirng: U iratallation ™

[rmmﬁ| STOP Irataleion | e e | Messisa

Windows® XP Windows® 2000

Step 7
Click Finish to complete the installation.

Irrblthel Wil

DrnianlES Bl "we'irasd ol

Sabup st Frachesd it allng 1P s Pio or poua coigais
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Getting Started

This section describes the User Interface of IPView Pro, with
detailed procedures for using the application.

To start running IPView Pro, click Start > Programs > | PView
Pro>|PView Pro. The main screen will appear as below:

NOTE: IPView Pro requires the system’'s resolution setting up to
1024x768. Please configure the resolution to 1024x768 or higher;
otherwise, it may shows incomplete screen when launching the

program.
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ltem Feature

NO. ltem Description
@ | Date/Time Show current date/time.
@ | Status Mode | Show the camera’ s status in this window.

Window | click the Change Status M ode button ( ﬂ ) on
the right lower corner of the window to change the
display mode:

Camera list mode Camera information mode
® | View Show the camera s view in this window.
Window
@ | View Mode | Select the view mode from these buttons.
Buttons

Show one camerain View Window.

Show four camerasin View Window.

Show six camerasin View Window with
the first one asthe major view.

Show eight camerasin View Window with
the first one as the major view.

Show nine camerasin View Window.

Show ten camerasin View Window with
the first two as the mgor views.

Show thirteen camerasin View Window
with the first one as the mgjor view.

Show sixteen camerasin View Window.

il o i o o s
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Show the selected camerain full screen
view.

Enable displaying the video views in

circles.
® | Key Lock Click to lock/unlock the camera. When locked,
Button | the user cannot operate any camera
® | Power Button | Click to exit or minimize IPView Pro.
@ | Pan/Tilt When the camerais added, the Pan/Tilt control
Control Panédl | buttons will appear on the panel, as shown below:

=/E/d/N/&E B8/ :Click these
buttons to adjust the camera’ s viewing angle to Up/
Down/Left/Right/L eft-Up/L eft-Down/Right-
Up/Right-Down.
& : Once you have saved two (or more) positions
in the camera, click the Swing button to control
the camera swinging from one position to another
position.
I8 : Click the Home button to return the camerato
the default position.

® | Record Record video clip of the selected camera and save

Button | itinthe computer. The storage position can be

configured in System Configuration. When you
click the button, you can select Manual Record,
Schedule Record, or M otion Record.

© | Play Button | Play the recorded video file in the computer.

@ | System Click to enter the System Configuration.

Configure
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Using IPView Pro

Adding a Camera

To add a camer a:

1. Click the System Configure button to enter the System

Configuration.

Fiuw P Covmse Lk
- e Cmfipetion [ Ho | Mawa [F Addwss | & Al [
Web Conliguaiion | Mo | Hawe - puklms
Wohion Coipotion1
Whotice Confipestion-2
Texdks
Klailing C onfipastion
Peoucy Farrea
- Frropdmg Copdgumnom
2 haedite-Facaniag Conlp Dlalwle Clarrmam
Elem
Log Last A Cprvean
o
| Y RETT | MAC Addmas 1
hdd Correse | Change [P Besch
Samch Camers | byt P | \
Cams |

If you are not sure of the camera' s |P address, you can click
Search to search the available camera(s) within the network.
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2. Select the camera you want by highlighting it, and then click
Add Camera.

Fiew P Crernmse Lt
= Carrrmos  enifigiesshon I-*:l. '|-"'-' . i—IP- s Tﬁ_w ........ _

Weh Conigumtion e
bbb vl [T cazs 11600 00 FF 73 50 3L °F

Wi o s I
Misiling ::I'M The camera is added.
Focecy Barvea
= Ewcoling Condpumm
2t hadide-Facaning Conlpn Deleils Carmm
g Click the Add
Liog List

awar  Camera button.

™ !1-.;-. !"']IE"" !
| [E5m V4 168 6.0 0 FF 7 5031 CF |

The camera found
within the network.

Al Currase hange [P | Seach |

Samch Camera | gt TP | AN

= |

3. Click Save, and then click the System Configur e button to
return to View Window. The selected camera s video will be
displayed now.
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Alternately, you can add a camera by entering the its IP address
directly:

4. Select the Input IP tab.

Fiww P O Last
z l:lnlnli?_ipa\:; i - Im:". i |'F'. | ey
Mokion Confipastionrl Bl caz-IM 1260 OO FF 7 5021 OF
Wi (onf s , |
Texdi .
Mailing ConBipmdion The camera is added.
Facucy Farmea
= Fwcoedmng Confgnmfon
S badids-Facontmy Confy Deleils Carmm
L’;'L Click the Add
el B
[Faddmm ||'1'~1|=.'=-n.'|:r
['xc® F:"i-_
Enter the camera’s
IP address and Port.
add Carrmas
Rk c@
Cams |

5. Enter the camera’s IP address (default: 192.168.0.20) and
Port (default: 80), and then click Add Camera.

6. Click Save, and then click the System Configur e button to
return to View Window. The selected camera’ s video will be
displayed now.
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Removing a Camera

To remove the camera from the list:

1. Select the camerayou want to remove.
2. Click Delete Camera.

Viewing a Camera

From the View Modes of the panel, you can select one-camera
mode or other modes to display your video. [PView Pro
allows a maximum of 16 cameras for viewing.

For example, if you use only one camera, select one-camera

mode ( ), and the View Window will display the view as
figure 1.

If there are four cameras, select four-camera mode (E ),
and the View Window will display the view as figure 2.

Figure 1. Figure 2.
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Recording Video

|PView Pro allows you to record the video clip and save it in your
computer through the following methods. Manual Record,
Schedule Record, and M otion Record.

When you click the Record button and select Manual Record, it
will start recording. Click the button again to stop. If you select
Schedule Record or Motion Record, the system will record the
video clip according to the settings in System Configuration.

Playing Recorded Video

The recorded video clips are saved in your computer, and can be
played using Windows Media Player. To start playback, simply
click the Play button on the panel, and the following dialog screen
will appear, allowing you to select the file to playback.

i) Select Cne AV Fik |
= «: FAXT] -
TR | :
i Tiognen Pdes | Select one file
I:Tnfm_-:a-m to playback.

|
The folder that store

the recorded file.

l‘"l."\.'gju.nl'"lr.ll_l"-';uhﬁ |

Select the recorded file in the computer, and then click OK.
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Configuring the System

Clicking the System Configure button on the panel allows you to
configure the system settings, and the System Configuration
Screen will appear in the View Window as shown below. Once
configured, click Save to save the settings, and then click the
System Configure button again to exit configuration.

IF¥isw oo Cavrres Last

= {Camers Confizwation; Ho. | Hare IF Addsess BAT Addvess

—....... Becopding Confizuration
Bohedule-Fecoding Config Delete Camexa

Crthexs

Log List 234 Camesa
Lot

Harre | [P sddeess | MAC Addeess

Aad Carnera | Change [P | Seanh |

Search Camera | Input IF

System Configuration Screen
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Camera Configuration

In this field, you can add/delete the camera (as described in the
previous section). Also, you can configure the following settings:

Web Configuration

In the left column, selecting the Web Configuration item will
launch the Web Configuration Utility in View Window.

+« \iew Video - ActiveX Mode
« \iew Video - Java Mode
« System Administration

=] 1 1 B
[CamDl  CE-502CF | Relesd | Back |

You can configure these settings according to the description in
Chapter 5, Using the Camera. Click Back to exit the Web
Configuration Utility.
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Motion Configuration-1

The Motion Configuration-1 item provides the commands for
motion detection control. Before configuring, you should select
one camera from the pull-down menu.

Select one camera.

FView Fio Cam 01T EAEE -
oo armera, Configuration :
Web Configustion TR
Motion Configuestion-1 | Full pictue | | Na. | Cocudinates
Motion, Configuestion 2
Tocls —
Medling Configuestion

Fucery Sevrer
—.... Recooding Configuration
Bohedule-Fecouding Confizm
Cithers :
Log List

Abont

Bensitivity Lewel
Lo

_L_-

] 111} (e

- Detect Region:
® Full picture — When you select this option, the camera
will monitor the whole area.
® Custom region — Click Add Region, and then use
mouse to draw an area in the view screen; when some
motion detected within the area, the camera starts
recording automatically. You can set multiple areas
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in the view screen. Click Delete Region to remove
the area selected. Click Clear All Region to remove
al areasin the view screen.

IFiew Fuo [CamOl  CAR-370 B
[ Darmneaa, Configuration B .
i Weh Confirusaton mlatect B
Select Custom region. =t |Customuegion -] [[Wo. [ Cocinates | i B
o Motiom Configustion 2 1 144,56, 29, 159 g
oo Tocls 2 16, 136, 127, 381 _—
......... Maaling Configweation Lelete Fegion
......... Picooy Senvex -
[=]- - Recouding Configuration
..o Bchedule-Reconding Confiz Cleas All
......... Othes Regions
......... Log List
......... Aubet
Region 2.
— Bensitivity Level
o -4 -
Have
1l ! | =

- Senditivity Level: Move the dlide bar to adjust the
sensitivity level for detecting motion to record video.
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Motion Configuration-2

The Motion Configuration-2 item allows you to configure to the
alarm and e-mail setting.

F¥iew Fio |CamOl  CAS-570 =l
—]o Darnera, Configuration Moticn Ot
Web Configurstion

- Invoke Alarm: Select this option to enable alarm when
some motion detected by the system.
- Send e-mail: When this option is checked, click the Mailing

Configure in the left column to enter the required
information (see the following section).
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Tools

The Tools item alows you to configure to the alarm and e-mail
setting.

F¥iew Fio CamOl  CAS-370 =l
—]o Darnera, Configuration
Web Configurstion
Motion Configustion-1

P Rese |

—|....... Recooding Configuration Factory Feset |

Long List Update Firrmwaze

Tpdate Bucowse

- Reset: Restore the original setting of your camera. Do you
really want to reset this device? Click Yes in the pop-up
dialog box to confirm.

- Factory Reset: Restore the factory default settings of the
canera. Do you really want to factory reset this device?
Click Yes in the pop-up dialog box to confirm.

- Update Firmware: When new firmware is available, you
can upgrade it using this option. Click Browse to find the
firmware file, and then click Update.
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Mailing Configuration

When Motion Detection function is enabled and the Send e-mail
option is checked, you should enter the required information in
the respective fields.

TFWiew Pio
| Canera Configuration
Web Configurstion hilaal Bemer:

Motion Configustion-1
Motiom Configustion-2 |

Toels _
_. ....... i i ._ Wiadl P

Behedule-Fecouding Config Bzl Tox

Bubject:

Usex Maorne:

Pazzwoud:

Intexvral Tirne:

|-I Becond

- Mail Server: Enter the mail server address that is used to
send your e-mail.

- Malil From/To: Enter the sender’ s/receiver’s e-mail address.
- Subject: Enter thetitle of the e-mail.

- User Name/Password: Enter the user name/password to
login the mail server.
- Interval Time: Enter a number in this box to setup the time
(in second) to send E-mail regularly.
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Proxy Server

Check the Proxy Server option and enter the required settings in
the Address and Port boxes to enable and use the Proxy Server

function.

TFViaw Fuo [ Py Benrex
| Canera Configuration
Web Configurstion
Moticn Configusstion-1 Addvess: Pout:
Motion Configuration-2
Tocls | !
Maaling Configweation v
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Recording Configuration
In this field, you can configure the storage settings.

TFView Fin Lo Bt e
=) Camera Configwation. Resewved HDD Space For MS-Windows OF
Web Configurstion
Wotion Configwation-1 (500 ME: i
Meotion Configuestion-2
Taals
Mailing Cenfizurstion FEach RBecouding File Size
Pucegr Sevrer
—|...iEecopding Confizuadon: | AT j
Behedule-Fecoming Confiz
Cthers Storage List
Log List
bt Ho. | Path
1 C:\Puogearn File S\ TP View Puo
Mlodify Delets &34
[ Eecycle
Fezerred HOD space for each camess 0 WE .
Have

® Reserved HDD Space For MS-Windows OS — You
can reserve 500 M B to 1000 M B hard disk space for the
program.

® Each Recording File Size — If the recorded video files
reach the file size limit, video images will be recorded
into another file automatically. The available settings
arefrom 10 MB to 50 M B.

73



® Storage List — The destination folder to save the
recorded video file can be specified here. Click Modify
to change the current path setting; click Add to add a
new destination folder; click Delete to remove a selected
path setting. Please note that you are not allowed to
delete a path setting if there is only one setting in the list.

- Recycle: You can check this option to clear the files when
the unreserved space of your hard disk isfilled. The available
settings are from 200 M B to 50000 M B.
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Schedule-Recording Configuration

This recording function will work after you have enabled

respective settings in the Schedule mode. The recording schedule

can be defined by Date M ode or Week Mode.

- Date Mode: First, select the camera desired from the pull-
down menu. Then, setup the time in the Start/Stop fields.

Click Add to add the recording schedule to the list. Click
Save to save the settings.

Fisw Fm |Caml  CAL.¥H
— - Carram Cofipeston
Wb Cosfumiom
blotien Cofigestion-1 . [ | St Pt | Shaci Tivw | Siep Bui | Siep Toma |
Mohee Cexfiposhon -2
Tools
Wuiling oanfipeation
Pasgey Cadvma
- Facodomy Corfgumfion
Rt
Ligg: List " =
Ak
Diels i
Add Tz hedule
o T
(200641 /17 | | 12:20 M |
Sy
(a1 117 o [12324m |
@l
Aid
Fame |
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Week Mode: First, select the camera desired from the pull-
down menu. Then, setup the time in the Start/Stop fields,
and select the weekday from the buttons. Click Add to add
the recording schedule to the list. Click Save to save the
settings.

Vs P Cam0f  CAS-¥70 |
= Cermos Conligeshon
Weh Corfrumbon
Mction Coafipoution-] B, Mol | GmetDnte | Swnt Time | SopDwse | St Time |
Whobioe o b s bicg - 2
Tomda
Wlniling Confipstion
Poucy Faomea
= Feooedng Configwmbon
2 hardicte Facagiog Dol
Tl
Lo List -
e Weekday buttons. |
A el —_
Sun | Fa |
F lEEI'-‘-H Mon | Sal |
_Tue |
Tep | B30AM wed |
Thia |
Asd
J
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Others

When multiple cameras connected, this option allows the system
to display these views as the main view in circles according to
your time settings. Therange of Time interval of scan isfrom 1
to 20 seconds.

FVisw Pio Timne interneal of scan

| Canera Configuration
Web Clonfiguation 1 | e
Mlotion Configuration-1
Mlotion Configuestion -2
Toals
Mailing Configueation
Picooy Senvex
2. Recowding Configustion
Bchedule-Fecouding Confin
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Log List

This filed displays the user(s) information, which include the
Date, MAC address, and the brief description of events.

TFiew Fio [Cam 01 CAS-370 B
—]o Darnera, Configuration
WIS Rn e Deate | I Addess | Event
e AT L0 121754 L2 leenm P, sea i e el
Motion Configwsation-2 AT FAF 121734 192 168.0.20 Comnection succeeds
Tocls ABANT EF 12:17:34 192 165020 Trrage tesclution hes been changed.
Madling Configuestion
Fucegr Sexrer
3. Recowding Configustion
Zchedule Fecouding Confizy
Chhers
A
L] a
L] a
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About

Thisfiled provides information of the software application.

IFWiew Foo
] Carres, Configuration
Web Configurstion
Motion Confizuration -1
Motion Configuation-2
Taals
Maaling Configueation
Pucegr Sevrer
—....... Becopding Confizuration
Bohedule-Fecopding Confiz

E-:J IFWView P
vex 1.02.00

Thiz application iz designed o wmotely mansge the Cameis Senrer.

Weming: This covnputer progesom s pootected by coprraght law and intemational
tieaties, Unauthordzed wepeoduction ox distabution of this peogesin, o sny pocton of 1t
o the use with a registration key without the explicit permission may esult in severe
cirranal and civil penalties, and will be prosscuted to the mesdnmm extent possible
under law.
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7

APPENDIX

A. Frequently Asked Questions

| nter net Camera Features

Q: What is an Internet Camera?

A: The camera is a standalone system connecting directly to an
Ethernet or Fast Ethernet network and supported by the wireless
transmission based on the IEEE 802.11g standard. It is different
from the conventional PC camera, the camera is an all-in-one
system with built-in CPU and web-based solutions providing a
low cost solution that can transmit high quality video images for
monitoring. The camera can be managed remotely, accessed and
controlled from any PC/Notebook over the Intranet or Internet via
aweb browser.

Q: What is the maximum number of users that can be allowed to
access the camera simultaneously?

A: Maximum number of users that can log onto the camera at the
same time is 64. Please keep in mind the overall performance of
the transmission speed will slow down when many users are
logged on.
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Q: What algorithm is used to compress the digital image?

A: The camera utilizes the JPEG image compression technology
providing high quality images for users. JPEG is adopted since it
Is a standard for image compression and can be applied to various
web browser and application software without the need to install
extra software.

Q: Can | change the wireless antenna attached to the camera?

A: The wireless antenna can be changed for a variety of reasons
such as extending the wireless transmission range, however,
please consult authorized distributors before attempting as the
connectors must be SMA connector type.

Q: What is the wireless transmission range for the camera?

A: Generally the wireless distance can go up to 100 meters
indoors and up to 300 meters outdoors. The rangeis limited
by the number of walls, ceilings, or other objects that the
wireless signals must pass through. Typical ranges vary
depends on the types of materials and background Radio
Frequency (RF) noise in your home or business and the
configuration setting of your network environment.

| nternet Camera lnstallation

Q: Can the Internet Camera be used out-doors?

A: The camerais not weatherproof. It needs to be equipped with
a weatherproof case to be used outdoors and it is not
recommended.

Q: What network cabling is required for the camera?
A: The camera uses Category 5 UTP cable alowing 10 Base-T
and 100 Base-T networking.
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Q: Can the camera be setup as a PC-cam on the computer?
A: No, the camerais an Internet Camera used only on Ethernet
and Fast Ethernet network and supported by wireless transmission.

Q: Can the camera be connected on the network if it consists of
only private | P addresses?

A: The camera can be connected to LAN with private IP
addresses.

Q: Can the camera be installed and work if a firewall exists on
the network?

A: If afirewall exists on the network, port 80 is open for ordinary
data communication. However, since the camera transmits image
data, the default port 8481 is also required. Therefore, it is
necessary to open port 8481 of the network for remote users to
access the camera.
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B. PING Your IP Address

The PING (Packet Internet Groper) command can determine
whether a specific IP address is accessible by sending a packet to
the specific address and waiting for areply. It can also provide a
very useful tool to confirm if the IP address conflicts with the
camera over the network.

Follow the step-by-step procedure below to utilize the PING
command. However, you must disconnect the camera from the
network first.

Start a DOS window.
Type ping x.x.xX.X, where x.x.x.x isthe |P address of the camera.

The succeeding replies as illustrated below will provide useful

explanation to the cause of the problem with the camera IP
address.
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C. Trouble Shooting

Q: | cannot access the camera from aweb browser.

Al: The possible cause might be the |P Address for the camerais
aready being used by another device. To correct the possible
problem, you need to first disconnect the camera from the
network. Then run the PING utility (follow the instructions in
Appendix B - PING Your |P Address).

A2. Another possible reason is the IP Address is located on a
different subnet. To fix the problem, run the PING utility (follow
the instructions in Appendix B - PING Your IP Address). If the
utility returns “no response” or similar, the finding is probably
correct, then you should proceed as follows:

In Windows 95/98/2000 and Windows NT, double check the IP
Address of the camera is within the same subnet as your
workstation.

Click “Start”, “ Setting”, “ Control Panel”, and the “Network” icon.
Select TCP/IP from the “Network” dialog box and from the
“TCP/IP Properties’ dialog box click “ Specify an IP address”.

If the camera is Situated on a different subnet than your
workstation, you will not be able to set the IP address from this
workstation. To verify make sure the first 3 sections of the IP
address of the camera corresponds to the first 3 sections of the
workstation. Therefore the |P address of the camera must be set
from aworkstation on the same subnet.

A3: Other possible problems might be due to the network cable.

Try replacing your network cable. Test the network interface of
the product by connecting alocal computer to the unit, utilizing a
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standard Crossover (hub to hub) Cable. If the problem is not
solved the camera might be faulty.

Q: Why does the Power LED not light up constantly?

A: The power supply used might be at fault. Confirm that you
are using the provided power supply DC 5V for the camera and
verify that the power supply iswell connected.

Q: Why doesthe Link LED not light up properly?

Al. There might be a problem with the network cable. To
confirm that the cables are working, PING the address of a know
device on the network. If the cabling is OK and your network is
reachable, you should receive a reply similar to the following
(...bytes=32 time =2 ms).

A2: The network device utilized by the camerais not functioning
properly such as hubs or switches. Confirm the power for the
devices are well connected and functioning.

A3. The wireless connection might be at fault. In ad-hoc mode
make sure the camera wireless channel and SSID are set to match
the PC/Notebook wireless channel and SSID for direct
communication.

Under infrastructure mode make sure the SSID on the
PC/Notebook and the camera must match with the access point’s
SSID.

Q: Why does the camera work locally but not externally?

A1l: Might be caused from the firewall protection. Need to check
the Internet firewall with your system administrator.
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A2: The default router setting might be a possible reason. Need
to double check if the configuration of the default router settings
IS required.

Q: Why does a series of broad vertical white line appears through
out the image?

A: A likely issue is that the CMOS sensor becomes overloaded
when the light source is too bright such as direct exposure to
sunlight or halogen light. Y ou need to reposition the camera into
a more shaded area immediately as this will damage the CMOS
sensor.

Q: Thereisbad focus on the camera, what should be done?

Al: The focus might not be correctly adjusted for the line of sight.
You need to adjust the camera focus manually as described in
Adjust Internet Camera Focus.

A2: Thereis no adaptor fitted with your C-type lens. |If you have
previously changed the supplied CS-type lens, you may have
unintentionally installed a C-type lens without fitting the adaptor
first.

Q: Noisy images occur how can | solve the problem?

A1l: The video images might be noisy if the camera is used is a
very low light environment. To solve this issue you need more
lighting.

A2:. There might be wireless transmission interference make sure
there are no other wireless devices on the network that will affect
the wireless transmission.

Q: Thereis poor image quality, how can | improve the image?
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Al: A probable cause might be the incorrect display properties
configuration for your desktop. You need to open the Display
Properties on your desktop and configure your display to show at
least 65’000 colors for example at least 16-bit.

NOTE: Applying only 16 or 256 colors on your computer will
produce dithering artifacts in the image.

A2: The configuration on the camera image display is incorrect.
Through the Web Configuration Image section you need to adjust
the image related parameter for improve images such as
brightness, contrast, hue and light frequency. Please refer to the
Web Configuration section for detail information.

Q: There are no images available through the web browser?

A: The ActiveX might be disabled. If you are viewing the images
from Internet Explorer make sure ActiveX has been enabled in
the Internet Options menu. Alternatively, you can use the Java
Applet for viewing the required images.
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D. Time Zone Table

([T -1 00] Eniwetolk, Ewajalemn
(GMT-171:00] Midway lzland, Samoa
[GMT-10:00] Hawai

[GMT-09:00) Alazka

[(GMT-08:00] Pacific Time (15 & Canada); Tijuana
(GMT-07:00] Anizona

(GMT-0F:00] Mountain Time (LIS & Canadal)
(GMT-06:00] Central Time [LIS & Canadal
(G T-06:00] Mesico Ciky, Tegucigalpa

(G T-06:00] 5 askatchewan

(G T-0R:00] Bogota, Lima, Cuito

(G T-05:00] Eastern Time [I1S % Canadal
(GMT-05:00] [ndiana [E azt]

(GMT-04:00] Atantic: Time [Canadal
(GMT-04:00] Caracaz, La Paz

(G T-04;00] 5 antiago

[k T-03:30] Mewfoundland

(GMT-03:00] Eraszilia

(G T-03:00] Buenos Aires, Geargetown

[GMT-02:00] Mid-Atlantic

(GMT-01:00] Azores, Cape Verde |=

[GMT] Cazablanca, Monrowvia

(GMT] Greenwich Mean Time : Dublin, Edinburgh, Lizbon, London
(R T +01:00) &mzterdam, Berlin, Bern, Bome, Stockholm, Yienna
(G T+01:00] Eelgrade, Bratizlava, Budapest, Ljubliana, Prague
[GR T+07:00] Bruzsels, Copenhagen, Madnd, Pars, Vilnius
[(GRT+071:00] Saraevo, Skope, Saofija, Warsaw, Zaareb
(GM T +02:00] Athens, |stanbul, Minzk

(G T+02:00] Bucharest

(GMT+02:00] Caira

88



(G T+02:00] Harare, Pretoria

(G T+02:00] Helznki, Riga, Tallinn

(G T+02:00] Jeruzalem

[GRT +03:00] Baghdad, Fuwart, Ripadh
(GM T +03:00] Mozcow, St Petersburg, Wolgograd
[GMT+02:00] M airobi

(GMT+03:30] Tehran

(GMT+04:00] Abu Dhabi, Muscat

(G T+04:00] Baku, Thilis

[GMT+04:30] Kabul

(G T+05:00] Ekatennburg

[GRT +05:00] Izlamabad, Farachi, T ashkent

(G T+05:30] Bambay, Calcutta, Madraz, Mew Delkh
(GMT+06:00] Aztana, Almaty, Dhaka
(GM T +06:00] Calombio

[GMT+07:00] Bangkok, Hanoi, Jakarta

[k T+083:00] Begng, Chongging, Hong Kong, g
[GMT+02:00] Perth

[GR T+08:00] Singapore

[GMT+08:00] T aipei

(GMT+03:00] Ozaka, 5apporo, Tokpo
(GMT+03:00] Seoul

(Gk T+03:00] " akutzk

[GMT+03:30] Adelaide

(kA T+09:20] Danwir

[GMT+10:00] Bnizbane

(G T+10:00) Canberra, Melbourne, Spdney
(GRT+10:00] Guarn, Fort Marezby
(GMT+10:00) Hobart

(GMT+10:001 ladivostok

[GMT+08:00] Singapore

[GMT+08:00] T aipei

[GMT+03:00] Ozaka, Sapporo, Tokpo

(G T+093:00] Seoul

(G T+03:00] " akutzk

[GMT+03:30] Adelaide

(G T+03:30] Dranwin

(GMT+10:00] Brizbane

(G T+10:00] Canberra, Melbourne, Spdney
(G T+10:00] Guam, Port Moreshy
Gk T+10:00] Hobart

G T+10:00) Vladivostak

[0 T+11:00] Magadarn, 5olomon |2,
[GMT+12:00] Auckland, Wwelington
(GMT+12:00] Fip, K.amchatka; tarshall |2

Mew Caledorna
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E. Xplug Control Installation

| nstallation To Web Server

| mportant I nformation
It is highly recommended to install the Xplug Control
application to the Web Server for IE 5.0. It must be
installed to a Public Domain with Fixed | P address.

1. Installation:
Copy the “xplug.ocx” fileto any WEB Server table.

2. Setting (Configuration):
From the Web Configuration menu select “System” and
under the “Loading ActiveX From” input web server
location
(http://www.web server location.com/).

Once the settings are completed, the user now is able to access the
Internet Camera from the web browser by selecting the image
view — ActiveX mode.
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| nstallation To Local PC

Insert the CD-ROM into the CD-ROM drive to initiate the auto-
run program. Once completed, a menu screen will appear as
below:

User's Guide
IPView Pro
Setup Wizard
Xplug Control
Browse CD
EXIT

To install Xplug Control, click the Xplug Control item to
activate the installation procedure for the plug-in program.
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Once executed, a prompt will appear requesting the input of the

desired language selection. Make the desired selection and click
OK to continue.

Chooze Setup Language |
Select the lariguage for this installation fram
o 1 the choices below,

aK Cancel

The Welcome screen will appear. Click the Next button to
proceed with the installation.

Il all s Frielel iz ad

E wWalcome bo lhe Inztallshield Wizaid foo Xphag
Combiml

Thie Irstalls helo® Wizsid will nstal = phag Cortrol om pou
corpadai, To contivi, ofick Hasd
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The License Agreement prompt will appear as below. Read the
details carefully and click the Yes button to continue with the
installation procedure.

License Ageement
Plagse iead tha lollovang hearms soresemant canshully,

Frace the PAGE DIOWH key 1o ses e ret of lha sgeement

Systems Inc, 3
Laceres St esmeril
OTICE TO USER: THIS IS A COMTRACT. BY INSTALLIMG . OWHLOADEG OR

3G THIS SOFTWARE, YOU ACCERT THE TERMS AND COMDITIONS OF THIS
HSE AGREEMENT.

red et

Tﬁmmﬁdhm:{imdmi } peoduct of Celvsion
atere, o, The soffvaare is abeo probeched by Ulmled Skatec: Coppght Las and :J

Do pout accepd al e berms of the pecedng License Apeement? | pou choose Mo, He
setup will close. T inslal =phag Conbol, pou mus! acosgt tis sgreement.

ok [ we | Ho |

Click the Finish button to complete Setup of the Xplug Control
Utility program for the camera.

InztallShield Wizard

Install5 hield Wizard Complete

Setup has firished instaling #plug Contral on paur compuker.

¢ Hask

[Eamze]
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F. Adjust Internet Camera Focus

To adjust the focus of the lens, you need to turn the lens slowly in
either clockwise or anti-clockwise direction until the desired
image appears. DO NOT over turn the lens in either of the
directions, asit will be out of focus.

NOTE: You can further adjust the camera's image quality
through System Administration — Image of Web Configuration.
Please refer to Web Configuration section for further details.

Warning

Direct exposure to sunlight may cause permanent damage to the
CMOS sensor. Therefore do not expose the Internet Camera’ s lens
directly to sunlight. When operation is required in glaring light
environment, it is recommended to use an irislens.

The Internet Camera is designed for indoor usage and if your
application requires prolong exposure to sunlight, a sun visor is
recommended to protect the Internet Camera.

94



G. Specification

| mage Sensor

Sensor resolution
Sensor type
Lens

Video
|mage compression
|mage Frame rate

Compression Rate selection
Frame rate setting

Video resolution

Auto white balance

Auto Exposure control
Auto Gain control

Digital Zoom

Horizontal/ Vertical mirror

Hardware
LAN Connector

Wireless LAN

: 640 x 480 pix€
: 1/4” Color CMOS Sensor
- f:6.0mm, F: 1.8

. JPEG
;. 30fps @ QQVGA,

25fps @ QVGA,
10fps @ VGA

. 5levels: Very low/Low/

Middle/High/Very high

. 1/5/7/15/20/Auto (depends on

the video format)

. 160x120, 320240, 640x480
. Yes
. Yes
. Yes

Supported
Supported

. One RJ}45 port, 10/100M auto-

sensed, AutoM DI X

. Built-in 802.11g wireless LAN
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Communication protocol

CPU

RAM

Flash ROM

oS

Power Supply
Power consumption
LED Indicator

Pan/Tilt

Softwar e

Browser
Application Software
OS supported

Operating Environment

Operating temperature:
Storage temperature:
Humidity:

EMI

FCC, CE, VCCI Class B

. HTTP, FTP, TCP/IP, UDP, ARP,

ICMP, BOOTP, DHCP, PPPOE,
DDNS, UPnP

. RDC R2880

. 8MB

. 2MB

. RTOS

. DC5V 2.5A, switching type
;. 8Watt (1600mA x 5V)

. Power LED (Blue)

Link LED (Orange)

: Pan-170°~+170°

Tilt +45 ~ -90°

Internet Explorer 5.0 or above
IPView Pro

Microsoft Windows 98SE/ME/

2000/X P, Windows NT4.0

5°C ~ 40°C
-25°C ~ 50°C
5% ~ 95%, non-condensing
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H. Glossary of Terms

NUMBERS

10BASE-T

100BASE-TX

802.11g

A

Access point

Applet

ASCI|

10BASE-T is Ethernet over UTP Category III,1V, or V
unshielded twisted-pair media.

The two-pair twisted-media implementation of
100BASE-T iscalled 100BASE-TX.

An |EEE standard for wireless local area networks. It
offers transmissions speeds at up to 54 Mbpsin the 2.4-
GHz band.

It is the hardware interface between a wireless LAN
and a wired LAN. The access point attaches to the
wired LAN through an Ethernet connection.

Applets are small Java programs that can be embedded
in an HTML page. The rule a the moment is that an
applet can only make an Internet connection to the
computer form that the applet was sent.

American Standard Code For Information Interchange,
it is the standard method for encoding characters as 8-
bit sequences of binary numbers, allowing a maximum
of 256 characters.
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ARP

AVI

BOOTP

C

Communication

Connection

DHCP

Address Resolution Protocol. ARP is a protocol that
resides at the TCF/IP Internet layer that delivers data
on the same network by translating an |P address to a
physical address.

Audio Video Interleave, it isaWindows platform audio
and video file type, a common format for small movies
and videos.

Bootstrap Protocol is an Internet protocol that can
automatically configure a network device in a diskless
workstation to give its own | P address.

Communication has four components: sender, receiver,
message, and medium. In networks, devices and
application tasks and processes communicate messages
to each other over media. They represent the sender and
receivers. The data they send is the message. The
cabling or transmission method they use is the medium.

In networking, two devices establish a connection to
communicate with each other.

Dynamic Host Configuration Protocol was developed
by Microsoft a protocol for assigning dynamic IP
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DNS

E

Enterprise
networ k

addresses to devices on a network. With dynamic
addressing, a device can have a different |P address
every time it connects to the network. In some systems,
the device's IP address can even change while it is still
connected. DHCP also supports a mix of static and
dynamic IP addresses. This simplifies the task for
network administrators because the software keeps
track of IP addresses rather than requiring an
administrator to manage the task. This means a new
computer can be added to a network without the hassle
of manually assigning it a unique |P address. DHCP
allows the specification for the service provided by a
router, gateway, or other network device that
automatically assigns an |P address to any device that
requests one

Domain Name System is an Internet service that
trandates domain names into IP addresses. Since
domain names are aphabetic, they're easer to
remember. The Internet however, is really based on IP
addresses every time you use a domain name the DNS
will trandate the name into the corresponding IP
address. For example, the doman name
www.network camera.com  might trandate to
192.167.222.8.

An enterprise network consists of collections of
networks connected to each other over a geographically
dispersed area. The enterprise network serves the needs
of a widely distributed company and operates the
company’s mission-critical applications.
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Ethernet

F

Fast Ethernet

Firewall

Gateway

Group

The most popular LAN communication technology.
There are a variety of types of Ethernet, including 10
Mbyps (traditional Ethernet), 100 Mbps (Fast Ethernet),
and 1,000 Mbps (Gigabit Ethernet). Most Ethernet
networks use Category 5 cabling to carry information,
in the form of electrica signals, between devices.
Ethernet is an implementation of CSMA/CD that
operatesin a bus or star topology.

Fast Ethernet, also called 100BASE-T, operates at 10
or 100Mbps per second over UTP, STP, or fiber-optic
media

Firewall is considered the first line of defense in
protecting private information. For better security, data
can be encrypted. A system designed to prevent
unauthorized access to or from a private network.
Firewalls are frequently used to prevent unauthorized
Internet users from accessing private networks
connected to the Internet, especialy Intranets all
messages entering or leaving the intranet pass through
the firewall, which examines each message and blocks
those that do not meet the specified security criteria

A gateway links computers that use different data
formats together.

Groups consist of several user machines that have
similar characteristics such as being in the same
department.
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HEX

|EEE

| ntranet

| nter net

| nter net
address

Short for hexadecimal refers to the base-16 number
system, which consists of 16 unique symbols. the
numbers 0 to 9 and the letters A to F. For example, the
decimal number 15 is represented as F in the
hexadecimal numbering system. The hexadecimal
system is useful because it can represent every byte (8
bits) as two consecutive hexadecimal digits. It is easier
for humans to read hexadecimal numbers than binary
numbers.

Institute of Electrical and Electronic Engineers.

This is a private network, inside an organization or
company, that uses the same software you will find on
the public Internet. The only difference is that an
Intranet is used for internal usage only.

The Internet is a globally linked system of computers
that are logically connected based on the Internet
Protocol (IP). The Internet provides different ways to
access private and public information worldwide.

To participate in Internet communications and on
Internet Protocol-based networks, a node must have an
Internet address that identifies it to the other nodes. All
| nternet addresses are | P addresses

Internet Protocol is the standard that describes the
layout of the basic unit of information on the Internet
(the packet) and also details the numerical addressing
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| P address

| SP

JAVA

format used to route the information. Your Internet
service provider controls the |P address of any device it
connects to the Internet. The IP addresses in your
network must conform to IP addressing rules. In
smaler LANs, most people will allow the DHCP
function of a router or gateway to assign the IP
addresses on internal networks.

|P address is a 32-binary digit number that identifies
each sender or receiver of information that is sent in
packets across the Internet. For example 80.80.80.69 is
an |IP address, it is the closet thing the Internet has to
telephone numbers. When you “cal” that number,
using any connection methods, you get connected to
the computer that “owns’ that | P address.

Internet Service Provider, is a company that maintains
a network that is linked to the Internet by way of a
dedicated communication line. An ISP offers the use
of its dedicated communication lines to companies or
individuals who can’t afford the high monthly cost for
adirect connection.

Java is a programming language that is specially
designed for writing programs that can be safely
downloaded to your computer through the Internet
without the fear of viruses. It is an object-oriented
multi-thread programming best for creating applets and
applications for the Internet, Intranet and other
complex, distributed network.
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LAN

NAT

Networ k

Local Area Network a computer network that spans a
relatively small area sharing common resources. Most
LANSs are confined to a single building or group of
buildings.

Network Address Trandlator generaly applied by a
router, that makes many different |P addresses on an
internal network appear to the Internet as a single
address. For routing messages properly within your
network, each device requires a unique IP address. But
the addresses may not be valid outside your network.
NAT solves the problem. When devices within your
network request information from the Internet, the
requests are forwarded to the Internet under the router's
|P address. NAT distributes the responses to the proper
| P addresses within your network.

A network consists of a collection of two or more
devices, people, or components that communicate with
each other over physical or virtual media. The most
common types of network are:

LAN — (local area network): Computers are in close
distance to one another. They are usually in the same
office space, room, or building.

WAN — (wide area network): The computers are in
different geographic locations and are connected by
telephone lines or radio waves.
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NWay Protocol A network protocol that can automatically negotiate the

PING

PPPOE

Pr otocol

highest possible transmission speed between two
devices.

Packet Internet Groper, a utility used to determine
whether a specific IP address is accessible. It functions
by sending a packet to the specified address and waits
for areply. It is primarily used to troubleshoot Internet
connections,

Point-to-Point Protocol over Ethernet. PPPOE is a
specification for connecting the users on an Ethernet to
the Internet through a common broadband medium,
such as DSL or cable modem. All the users over the
Ethernet share a common connection.

Communication on the network is governed by sets of
rules called protocols. Protocols provide the guidelines
devices use to communicate with each other, and thus
they have different functions. Some protocols are
responsible for formatting and presenting and
presenting data that will be transferred from file server
memory to the file server’s net work adapter Others are
responsible for filtering information between networks
and forwarding data to its destination. Still other
protocols dictate how data is transferred across the
medium, and how servers respond to workstation
requests and vice versa. Common network protocols
responsible for the presentation and formatting of data
for a network operating system are the Internetwork
Packet Exchange (IPX) protocol or the Internet
Protocol (IP). Protocols that dictate the format of data
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RARP

RJ-45

Router

Server

SMTP

SNMP

for transferors the medium include token-passing and
Carrier Sense Multiple Access with Collision Detection
(CSMA/CD),implemented as token-ring, ARCNET,
FDDI, or Ethernet. The Router Information Protocol
(RIP),a pat of the Transmission Control
Protocol/Internet Protocol (TCP/IP) suite, forwards
packets from one network to another using the same
network protocol.

Reverse Address Resolution Protocol, a TCP/IP
protocol that allows a physical address, such as an
Ethernet address, to be trandlated into an | P address.

RJ-45 connector is used for Ethernet cable
connections.

A router is the network software or hardware entity
charged with routing packets between networks.

It is a simple computer that provides resources, such as
files or other information.

The Simple Mail Transfer Protocol is used for Internet
mail.

Simple Network Management Protocol. SNMP was
designed to provide a common foundation for
managing network devices.
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Station

Subnet mask

T

(TCP/IP)

Transcever

UDP

In LANS, a station consists of a device that can
communicate data on the network. In FDDI, a station
includes both physical nodes and addressable logical
devices. Workstations, single-attach stations, dual-
attach stations, and concentrators are FDDI stations.

In TCP/IP, the bits used to create the subnet are called
the subnet mask.

Transmission Control Protocol/Internet Protocol is a
widely used transport protocol that connects diverse
computers of various transmission methods. It was
developed y the Department of Defense to connect
different computer types and led to the development of
the Internet.

A transcelver joins two network segments together.
Transceivers can also be used to join a segment that
uses one medium to a segment that uses a different
medium. On a 10BASE-5 network, the transceiver
connects the network adapter or other network device
to the medium. Transceivers also can be used on
10BASE-2 or 10BASE-T networks to attach devices
with AUI ports.

The User Datagram Protocol is a connectionless
protocol that resides above IP in the TCP/IP suite
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ULP

User Name

Utility

UTP

WAN

Windows

Workgroup

Workstations

The upper-layer protocol refers to Application Layer
protocols such as FTP,SNMP, and SMTP.

The USERNAME is the unique name assigned to each
person who has access to the LAN.

It isaprogram that performs a specific task.

Unshielded twisted-pair. UTP is a form of cable used
by all access methods. It consists of several pairs of
wires enclosed in an unshielded sheath.

Wide-Area Network. A wide-area network consists of
groups of interconnected computers that are separated
by a wide distance and communicate with each other
via common carrier telecommunication techniques.

Windows is a graphical user interface for workstations
that use DOS.

A workgroup is a group of users who are physicaly
located together and connected to the same LAN, or a
group of users who are scattered throughout an
organization but are logically connected by work and
are connected to the same network group.

Workstation refers to the intelligent computer on the
user's desktop. This computer may be an Intel-based
PC, a Macintosh, or a UNIX-based workstation. The
workstation is any intelligent device a user works from.
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